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Opracowanie wycinkowe pt.:
Ochrona i przetwarzanie danych osobowych

— potrzeba i mozliwos¢ regulacji w u.z.p.

1. Uwagi wprowadzajace- o potrzebie regulacji w u.z.p.
Postepujgca cyfryzacja srodowiska pracy, polegajgca na coraz szerszym
wykorzystaniu technologii cyfrowych w réznych aspektach funkcjonowania miejsca
pracy (od organizacji pracy, przez sposob komunikacji, az po monitorowanie, ocene
i zarzgdzanie pracownikami), prowadzi do przyspieszonej datafikacji pracy -
systematycznego przeksztatcania aktywnosci pracownikow, interakcji zawodowych
i wynikébw pracy w dane podlegajgce zbieraniu, analizie i dalszemu wykorzystaniu
przez pracodawce. Obecny model ich pozyskiwania, coraz czesciej opierajgcy sie na
technologiach opartych na algorytmach umozliwia pracodawcom gromadzenie coraz

wiekszych zasobow danych (Big Data).

Kluczowag role w tym procesie odgrywa rosngca interoperacyjnos¢ nowych technologii.
O ile wczesniej narzedzia monitoringu funkcjonowaty niezaleznie — rozwéj technologii
okreslanych jako Surveillance 4.0 pozwolit na tworzenie zintegrowanych ekosystemow
nadzoru, w ktorych urzgdzenia i aplikacje tworzg spdéjng infrastrukture przetwarzania
danych. W tym modelu obserwatorem nie jest juz pracodawca, lecz rozproszony
system algorytmiczny (tj. zautomatyzowany system monitorujgcy i decyzyjny?),

generujgcy m.in. prognozy behawioralne, wskazniki efektywnosci czy profile ryzyka,

! Zob.art. 2.1 h) i i) Dyrektywa Parlamentu Europejskiego i Rady (UE) 2024/2831 z dnia 23 pazdziernika 2024 r.
w sprawie poprawy warunkow pracy za posrednictwem platform
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wykorzystywane pézniej w takich obszarach, jak rekrutacja, ksztattowanie warunkow

zatrudnienia, ocena okresowa, awans czy rozwigzanie stosunku pracy?.

Obserwowany zwrot w strone szeroko rozumianego nadzoru technologicznego
prowadzi do pogtebienia asymetrii informacyjnej, a co za tym idzie — asymetrii
negocjacyjnej miedzy pracodawcg a pracownikami. W tym kontekscie ogolne zasady
wynikajgce z rozporzgdzenia ogolnego o ochronie danych osobowych (dalej: RODO?3)
coraz czesciej okazujg sie niewystarczajgce do zapewnienia adekwatnej ochrony praw
podstawowych pracownikow, takich jak prawo do prywatnosci (art. 7 Karty Praw
Podstawowych UE-dalej KPP) (w tym prywatnosci informacyjnej Art.8 KPP), a takze
skorelowanych z nim: prawa do pracy (art.15 KPP), zakazu dyskryminacji (Art.21
KPP), prawa do nalezytych i sprawiedliwych warunkow pracy (Art.31 KPP), czy do

ochrony przed nieuzasadnionym zwolnieniem z pracy (Art.30 KPP)*.

Kluczowym wyzwaniem w praktyce jest sama konstrukcja RODO, osadzona na
podejsciu opartym na ryzyku i zasadzie rozliczalnosci obcigzajgcej administratora
danych. W konsekwencji — to pracodawca, jako administrator danych, ma obowigzek
oceny ,prawdopodobienstwa i wagi ryzyka” naruszenia praw lub wolnosci podmiotéw
danych (pracownikéw) wynikajgcego z planowanych operacji przetwarzania danych
(Art. 24 RODO). Jednoczesnie rozporzgdzenie nie zawiera precyzyjnych kryteriow
porownywania i wartosciowania ryzyk; wymaga jedynie odniesienia sie do charakteru,

zakresu, kontekstu i celéw przetwarzania danych (motyw 76 RODO).

2 Szerzej Otto M., The rise of algorithmic surveillance: legal and ethical implications for the future of work, [w:]
M.Biasi Al & Labour Law (Routledge, 2026).

8 Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony
0s6b fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich
danych oraz uchylenia dyrektywy 95/46/WE (og6lne rozporzadzenie o ochronie danych)

4 Zob. Otto M., “Workforce Analytics v Fundamental Rights Protection in the EU in the Age of Big Data” (2019)
40 Comparative Labor Law & Policy Journal 389-404; Aloisi A., Gramano E., “Artificial intelligence is watching
you at work: digital surveillance, employee monitoring, and regulatory issues in the EU context” (2020) 41
Comparative Labor Law and Policy Journal 95-122. Ponce Del Castillo A., Al: the value of precaution and the
need for human control, Alida Ponce Del Castillo (ed.), Artificial intelligence, labour and society (ETUI, 2024),
13-26; Rogers B., “The Law and Political Economy of Workplace Technological Change” (2020) 55 Harvard Civil
Rights—Civil Liberties Law Review 531-584.
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Z punktu widzenia modelu regulacyjnego rozwigzanie to wpisuje sie w logike tzw.
wspoizarzadzania regulacyjnego (collaborative governance), w ramach ktorego
ustawodawca europejski deleguje na administratorow danych odpowiedzialnos¢ za
dobor kontekstowo ,,odpowiednich” srodkéw technicznych i organizacyjnych (motyw
78 RODO). W realiach stosunku pracy (charakteryzujgcego sie pogtebiajgcg sie
nierbwnowagg sit oraz ograniczong zdolnoscig pracownikow do skutecznego
egzekwowania swoich praw) mechanizm ten generuje tzw. dylemat funkcjonalnej
suwerennosci (functional sovereignity dilemma) — pracodawcy zaczynajg petic role

quasi-regulatoréw, de facto ksztattujgc standardy ochrony danych w praktyce °.

W konsekwencji, instrumenty wspotzarzgdzania — zaréwno formalne (takie jak kodeksy
postepowania czy oceny skutkdéw dla ochrony danych), jak i nieformalne (np. praktyki
organizacyjne, wytyczne Inspektorow Ochrony Danych) — mogg przeksztatcic sie
w narzedzia fasadowe. Zamiast wzmacnia¢ ochrone praw podstawowych
pracownikow w zwigzku z przetwarzaniem ich danych osobowych, mogg
legitymizowac inwazyjne praktyki przetwarzania danych w oparciu o ich ‘niezbednos¢’
do realizacji szeroko definiowanych ‘intereséw pracodawcy’ — takich jak: efektywnos¢
operacyjna przedsiebiorstwa (w tym kontrola produkcji, petnego wykorzystania czasu
pracy czy wiasciwego uzytkowania udostepnionych pracownikowi narzedzi pracy),
realizacja obowigzkow BHP, ochrona mienia, tajemnicy przedsiebiorstwa, czy

zapewnienie srodowiska wolnego od dyskryminacji, mobbingu i molestowania®.

Co najwazniejsze — rezim ochrony danych osobowych, ze wzgledu na silnie
zindywidualizowang orientacje, wydaje sie niewystarczajgcy do przeciwdziatania
zbiorowym i zagregowanym/kumulatywnym zagrozeniom dla ochrony prywatnosci
(w tym prywatnosci informacyjnej) oraz szkodom spotecznym (societal harms), jakie
mogg generowac¢ nowe technologie. Wptyw systemdéw technologicznych na prawa

pracownikow co do zasady nie powinien by¢ postrzegany w izolacji, poniewaz

5 Otto M. (2022), “A step towards digital self- & co-determination in the context of algorithmic management
systems”, in Italian Labour Law e-Journal, 15(1), 51-64.

& Otto M. Privacy at Work and the Right to Private Life Outside Work [w:] Guy Davidov, Brian Langille, Gillian
Lester, The Oxford Handbook of the Law of Work, Oxford University Press, 2024, 633—644.
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zasadniczy problem nie wynika z jednego rodzaju technologii, lecz z poszczegdinych
‘fal innowaciji’, obejmujgcych réznorodne aspekty organizacji cyfrowego swiata pracy.
W istocie szkody spoteczne ujawniajg sie wowczas, gdy operacje i praktyki
przetwarzania danych albo utrudniajg bgdz uniemozliwiajg korzystanie z praw, albo
umozliwiajg manipulowanie jednostkami i grupami w sposéb zdolny do zmiany

istniejgcych relacji wiadzy’.

W tym kontekscie negocjowanie szczegotowych zasad przetwarzania danych
w ramach uktadow zbiorowych wydaje sie strategicznym narzedziem ochrony praw
podstawowych pracownikbw we wspotczesnym — coraz bardziej cyfrowym -—
$rodowisku pracy?®. Art. 88 RODO wyraznie upowaznia przy tym panstwa cztonkowskie
oraz partneréw spotecznych do ustanawiania bardziej szczegdtowych norm
przetwarzania danych osobowych w zatrudnieniu w drodze ustaw lub uktaddéw
zbiorowych. W praktyce, uktady zbiorowe mogg sta¢ sie nie tylko mechanizmem
ochronnym, ale przede wszystkim narzedziem proaktywnego/partycypacyjnego
modelu ustalania standardow prawnych przetwarzania danych osobowych
pracownikow uwzgledniajgcych szeroki zakres ryzyk generowanych przez cyfrowe
srodowisko pracy. Art. 88 RODO powinien by¢ zatem postrzegany jako potencjalny
punkt wyjscia do rekonfiguracji modelu regulacji ochrony danych osobowych w swiecie
pracy w sposéb lepiej odpowiadajgcy asymetriom witadzy oraz strukturalnym

zagrozeniom generowanym przez technologie nadzoru.

Niniejsza ekspertyza wycinkowa ma na celu dostarczenie zwigzkom zawodowym
praktycznych wskazowek dotyczgcych kluczowych obszaréw negocjacji w uktadach
zbiorowych w zakresie ochrony i przetwarzania danych osobowych pracownikdéw

w kontekscie wyzwan wspoétczesnego srodowiska pracy.

7

8 V. De Stefano and S. Taes, “Algorithmic management and collective bargaining”, Transfer, 29(1), 2023, 21-36;
V. Doellgast, S. Appalla, D. Ginzburg, J. Kim and W. L. Thian, “Global case studies of social dialogue on Al and
algorithmic management”, ILO Working Paper No. 144, 2025; ETUC, Attificial Intelligence for Workers, Not
Just for Profit: Ensuring Quality Jobs in the Digital Age, Resolution adopted 4-5 March 2025, A. Aloisi,
“Regulating algorithmic management at work in the European Union: data protection, non-discrimination and
collective rights”, International Journal of Comparative Labour Law and Industrial Relations, 40(1), 2024, 37—70.
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2. Artykut 88 RODO - klauzula fakultatywnego doprecyzowania (facultative

specification clause®)

RODO zostato przyjete jako instrument petnej harmonizacji unijnego systemu ochrony
danych osobowych®. Jednoczes$nie zawiera ono przepisy przewidujgce mozliwosé
wprowadzania przez panstwa czionkowskie stosownych regulacji krajowych, o ile
mieszczg sie one w granicach wyznaczonych przez rozporzadzenie i stuzg
doprecyzowaniu jego ogodlnych norm (tzw. ,klauzule upowazniajgce” ). Do tej
kategorii nalezy art. 88 RODO, dotyczacy przetwarzania danych osobowych w sferze
zatrudnienia. Przepis ten przyznaje panstwom cztonkowskim kompetencje do
przyjmowania ,bardziej szczegdtowych przepisow” w drodze ustaw oraz porozumien
zbiorowych (w tym zaktadowych porozumien z przedstawicielami pracownikéw — vide
motyw 155 RODO) dotyczacych przetwarzania danych osobowych w sferze
zatrudnienia, obejmujgcych w szczegolnosci warunki, na ktérych dane osobowe
w zwigzku z zatrudnieniem mozna przetwarza¢ za zgodg pracownika do celéw
procedury rekrutacyjnej, wykonywania umowy o prace (w tym wykonywania
obowigzkéw okreslonych w przepisach lub w porozumieniach zbiorowych),
zarzgdzania, planowania i organizacji pracy, rownosci i réznorodnosci w miejscu pracy,
bezpieczenstwa i higieny pracy oraz do celéow indywidualnego lub zbiorowego
wykonywania praw i korzystania ze swiadczen zwigzanych z zatrudnieniem, a takze

do celdéw zakonczenia stosunku pracy.

Przepisy te, co do zasady (co wynika wprost z art. 88 ust. 2 RODO), muszg jednak
zapewniaC ochrone godnosci pracownika, jego uzasadnionych interesow
i podstawowych praw — w szczegolnosci pod wzgledem przejrzystosci przetwarzania,

przekazywania danych osobowych w ramach grupy przedsiebiorstw lub grupy

9 Szerzej: Abraha H. (2024), Hauptpersonalrat der Lehrerinnen: Article 88 GDPR and the Interplay between EU
and Member State Employee Data Protection Rules. Mod Law Rev., 87: 484-496. 9

10 Art. 1 ust. 1 RODO w zwigzku zmotywami 9, 10 i 13 RODO

11 Zob. wyrok TSUE z dnia 30 marca 2023 r., Hauptpersonalrat der Lehrerinnen und Lehrer, C-34/21,
EU:C:2023:270, pkt 51-52 i przytoczone tam orzecznictwo.
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przedsiebiorcow prowadzgcych wspdlng dziatalno$¢ gospodarczg oraz systemoéw
monitorujgcych w miejscu pracy. Stosowna swoboda regulacyjna ma zatem charakter
warunkowy, tj. mozliwa jest jedynie tam, gdzie towarzyszg jej adekwatne gwarancje

ochronne.

Trybunat Sprawiedliwosci w sprawie Hauptpersonalrat (C-34/21) wyraznie podkreslit
przy tym, ze panstwa cztonkowskie, korzystajgc z ww. kompetenciji, pozostajg w petni
zwigzane celami RODO - tj. zapewnieniem wysokiego poziomu ochrony praw
i wolnosci oséb, ktorych dotyczy takie przetwarzanie (vide motyw 10 RODO). Zgodnie
z tym celem — art. 88 ust. 1 RODO nalezy interpretowa¢ szeroko: ,bardziej
szczegotowe przepisy”, ktore panstwa cztonkowskie mogg ustanowi¢ w celu ochrony
praw pracownikdw w zwigzku z zatrudnieniem, mogg dotyczy¢ wszystkich oséb
wykonujgcych prace w ramach stosunku podporzgdkowania, niezaleznie od formalnej
podstawy prawnej zatrudnienial?. TSUE wskazat, ze RODO nie definiuje pojeé
.pracownik” i ,zatrudnienie”, dlatego nalezy je rozumie¢ w znaczeniu potocznym jako
osobe wykonujgcg prace pod kierownictwem innej osoby za wynagrodzeniem, co

obejmuje zaréwno sektor prywatny, jak i publiczny®3.

W literaturze stusznie podkre$la sie, ze regulacje panstw cztonkowskich wprowadzone
w ramach art. 88 RODO nie majg charakteru lex specialis — tj. derogujgcego stosowne
przepisy rozporzgdzenia, lecz stanowig jedynie instrument zmierzajgcy do
uszczegdtowienia norm ogdinych!4. W praktyce oznacza to, ze art. 88 RODO nie moze
by¢ wykorzystywany do modyfikowania przestanek legalnosci przetwarzania
okreslonych w art. 6 i 9 RODO ani zasad przetwarzania danych z art. 5 RODO ({.
zgodnos$ci z prawem, rzetelnosci (fairness), przejrzystosci, ograniczenia celu,
minimalizacji danych, prawidtowoS$ci, ograniczenia przechowywania, a takze
integralno$ci i rozliczalnosci), lecz wytgcznie do ich doprecyzowania w kontekscie

zatrudnienia. Co wiecej, w opinii TSUE regulacje przyjmowane na podstawie art. 88

12 Hauptpersonalrat der Lehrerinnen und Lehrer pkt 44-46, 53-55

13 Ibidem pkt 41-43.

14 Kotschy W., ‘The proposal for a new General Data Protection Regulation — problems solved?’ (2014) 4
International Data Privacy Law 274, 277
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RODO muszg realnie doprecyzowywac zasady przetwarzania danych w zatrudnieniu,
tj. wprowadzac tresci normatywne wiasciwe dla regulowanej dziedziny i odrebne od

przepiséw ogdlnych wspomnianego rozporzgdzenia®®.

3. RODO a porozumienia zbiorowe w swietle orzecznictwa TSUE

W wyroku z 19 grudnia 2024 r. w sprawie MK v. K GmbH (C-65/23) Trybunat
Sprawiedliwosci Unii Europejskiej'® jednoznacznie stwierdzit, Zze porozumienia
zaktadowe mogg stanowiC¢ podstawe prawng przetwarzania danych osobowych
pracownikbw na podstawie art. 88 ust. 1 RODO wytgcznie wtedy, gdy zawierajg
szczegotowe regulacje dotyczgce sposobu i celow przetwarzania, a jednoczesnie
spetniajg wymogi ogoélnych zasad ochrony danych (art. 5 RODO) oraz przestanki
legalnosci (w tym kryterium niezbednosci) okreslone w art. 6 oraz 9 RODO. Trybunat
odrzucit tym samym podejscie, zgodnie z ktérym autonomia ukfadowa mogtaby
stanowi¢ samoistne zrodto legalizacji operacji przetwarzania, niezaleznie od wymogu
niezbednosci oraz proporcjonalnosci wynikajgcych z rozporzadzenia. W konsekwencji
— strony porozumienia zaktadowego nie mogg przyjmowac rozwigzan, ktdre pomijajg
lub tagodzg wymogi wynikajgce z rozporzadzenia, ani korzysta¢ z porozumienia jako
,zastepczej podstawy prawnej” dla dziatan, ktére nie spetniajg warunkéw legalnosci

przewidzianych w RODOY,

Trybunat podkreslit rowniez, ze — choC strony porozumien zbiorowych mogg
dysponowac¢ pewnym zakresem swobody w okreslaniu niezbednosci przetwarzania
danych w rozumieniu art. 5, 6 i 9 RODO - to jednak swoboda ta podlega petnej kontroli
sgdowej w celu zapewnienia zgodnosci ze standardami RODO. W konsekwenciji, jesli

sad krajowy rozpoznajacy sprawe po przeprowadzeniu kontroli stwierdzi, ze niektére

15 Zob. Hauptpersonalrat der Lehrerinnen und Lehrer, pkt 81.

16 Wyrok TSUE z 19 grudnia 2024 r. w sprawie C-65/23 MK v K GmbH ECLI:EU:C:2024:1053. Sprawa dotyczyla
porozumienia zakladowego regulujacego korzystanie z oprogramowania ,,Workday”, pozwalajacego na
przekazywanie danych pracownikow na serwer spotki-matki w Stanach Zjednoczonych. Pracownik
zakwestionowal legalno§¢ przetwarzania, wskazujac, ze przekazywane dane obejmowaly informacje
niewymienione w porozumieniu. Po czgSciowej przegranej przed sagdem pracy wniost apelacje do Federalnego
Sadu Pracy, ktory skierowat do TSUE pytania prejudycjalne dotyczace relacji pomiedzy art. 88 RODO a
autonomig uktadowg stron stosunku pracy.

MK v K GmbH pkt. 50.
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postanowienia danego porozumienia zbiorowego nie spetniajg warunkow i ograniczen

okreslonych w RODO, powinien on wéwczas odstgpi¢ od stosowania tych przepisow?é.

Wyrok Trybunatu Sprawiedliwosci Unii Europejskiej w sprawie MK v. K GmbH
wzmacnia role partneréw spotecznych w ksztattowaniu szczegotowych gwarancii
ochrony danych osobowych w srodowisku pracy, przy jednoczesnym jednoznacznym
podkresleniu koniecznosci utrzymania wysokiego poziomu ochrony danych
pracownikow. Orzeczenie to potwierdza nadrzednos¢ podstawowych zasad
przetwarzania danych osobowych, wyrazonych w art. 5, 6 i 9 RODO, nad regulacjami
krajowymi oraz sektorowymi, w tym nad postanowieniami ukfadéw i porozumien
zbiorowych. Zgodnie z ugruntowang linig orzeczniczg TSUE - akty te nie moga
ogranicza¢ sie do ogolnych czy blankietowych odestan do przepisow RODO, lecz
powinny przektada¢ wynikajgce z nich zasady na konkretne, precyzyjne
i egzekwowalne standardy odpowiadajgce realiom wspotczesnego srodowiska pracy.
Tym samym, aby zapewni¢ realng ochrone danych pracownikow, konieczne jest
precyzyjne okreslenie materialnych i proceduralnych wymogéw w tresci takich
porozumien, tak aby abstrakcyjne normy przektadaty sie na weryfikowalne obowigzki

po stronie pracodawcy.

Tytutem wyjasnienia kontekstu, w jakim zapadio powyzsze orzeczenie, nalezy
wskazac, ze zgodnie z art. 79 RODO kazda osoba, ktérej dane dotyczg, ma prawo do
skutecznego srodka ochrony prawnej przed sgdem, jezeli uzna, iz przystugujgce jej na
mocy rozporzgdzenia prawa zostaty naruszone w wyniku przetwarzania jej danych
osobowych w sposob z nim niezgodny. Uprawnienie to moze by¢ realizowane
niezaleznie od ztozenia skargi do organu nadzorczego, o ktérym mowa w art. 77
RODO (tj. w Polsce do Prezesa Urzedu Ochrony Danych Osobowych). Réwnolegle
art. 82 RODO przyznaje kazdej osobie fizycznej, ktéra poniosta szkode majgtkowg lub
niemajgtkowg w wyniku naruszenia przepiséw rozporzgdzenia, prawo do dochodzenia
od administratora lub podmiotu przetwarzajgcego stosownego odszkodowania lub

zadoscuczynienia.

18 MK v K GmbH pkt.55-56, 59.
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Trybunat Sprawiedliwosci Unii Europejskiej, w wyroku z dnia 20 czerwca 2024 r. (sygn.
C-590/22), wyraznie podkreslit przy tym, ze zakres zastosowania art. 82 RODO
obejmuje wytgcznie naruszenia wynikajgce z samego rozporzgdzenia. W sytuacji,
w ktorej doszio takze do naruszenia przepisow prawa krajowego, ewentualne
rozszerzenie odpowiedzialnosci lub zwiekszenie wysokosci odszkodowania moze byc¢

rozpatrywane wytgcznie na podstawie regulacji krajowych, a nie przepiséw RODO *°.

Co istotne: ww. postepowania mogg by¢ prowadzone réwnolegle — nie istnieje
obowigzek oczekiwania na rozstrzygniecie Prezesa UODO przed wniesieniem pozwu
cywilnego. W praktyce jednak decyzja organu nadzorczego potwierdzajgca naruszenie
przepisow RODO stanowi istotny dowdd w postepowaniu cywilnym, dlatego czesto
rekomenduje sie w pierwszej kolejnosci wniesienie skargi do UODO, a nastepnie

(w razie powstania szkody) skierowanie sprawy na droge sgdowg.

Na tym tle nalezy rowniez wyraznie podkresli¢, ze Art. 22 ustawy o ukladach
zbiorowych pracy oraz porozumieniach zbiorowych?® przewidujgcy szczegolny tryb
sgdowej kontroli uktadéw zbiorowych pracy w zakresie ich zgodnosci z przepisami
prawa pracy nie stanowi lex specialis wobec przepisow RODO i nie wytgcza
kompetencji Prezesa Urzedu Ochrony Danych Osobowych do oceny zgodnosci

postanowien uktadu zbiorowego pracy z przepisami o ochronie danych osobowych.
4. Kluczowe obszary regulacji w uktadach zbiorowych

4.1. Podstawy przetwarzania danych osobowych w zatrudnieniu

Ukfady zbiorowe pracy mogg odgrywacC kluczowg role w uszczegdtawianiu oraz
ograniczaniu  zakresu  przetwarzania danych  osobowych  pracownikow,

W szczegolnosci poprzez minimalizowanie wykorzystania przestanek o szerokim

marginesie interpretacyjnym. Z perspektywy zgodnosci z zasadg legalnosci oraz

19 Ocena skutkdw wyroku TSUE z dnia 11 kwietnia 2024 roku w sprawie C-741/21 juris GmbH wydana przez
Prezesa Urzedu Ochrony Danych Osobowych dnia 18 maja 2024 roku; https://uodo.gov.pl/pl/138/3116 :
20 Ustawa z 5.11.2025 r. o uktadach zbiorowych pracy i porozumieniach zbiorowych (Dz.U. z 2025 r. poz. 1661),
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zasadg minimalizacji danych — regulacje autonomiczne powinny dgzy¢ do oparcia
przetwarzania danych na przestankach scisle zwigzanych z realizacjg stosunku pracy,
w szczegolnosci na niezbednosci przetwarzania do wykonania umowy o prace (art. 6
ust. 1 lit. b RODO) oraz na wypetnianiu obowigzkow prawnych cigzgcych na
pracodawcy (art. 6 ust. 1 lit. ¢ RODO). Réwnoczesnie ukfady te powinny w sposéb
wyrazny limitowa¢ mozliwos¢ odwotywania sie do przestanki ‘prawnie uzasadnionego
interesu pracodawcy’ (art. 6 ust. 1 lit. f RODO), ktéra w praktyce jest szczegolnie

podatna na naduzycia.

W zakresie stosowania art. 6 ust. 1 lit. f RODO podkreslenia wymaga, ze — zgodnie ze
stanowiskiem Grupy Roboczej Art. 29 — przestanka ta wymaga istnienia
.fzeczywistego i aktualnego interesu”, odpowiadajgcego biezgcej dziatalnosci
administratora lub korzysciom spodziewanym w dajacej sie przewidzie¢ przysztosci?l.
W konsekwencji przetwarzanie danych oparte na prawnie uzasadnionym interesie
pracodawcy, ktory nie jest dostatecznie skonkretyzowany lub zindywidualizowany
(w szczegdlnosci gdy opiera sie jedynie na ogolnych obawach, spekulatywnych
zagrozeniach badz marginalnym ryzyku), nie moze zosta¢ uznane za podstawe

prawng przetwarzania danych??.

Co wiecej, zgodnie z motywem 47 RODO, w praktyce interesy lub podstawowe prawa
i wolnosci osoby, ktorej dane dotyczg, mogg przewazac nad interesami administratora
— zwlaszcza w przypadkach, w ktorych osoba ta nie ma rozsgdnych podstaw, by
oczekiwaC przetwarzania jej danych w okre$lonym celu. Motyw ten (nota bene
analogicznie do utrwalonej linii orzeczniczej ETPCz odnosnie art. 8 EKPCz) nakfada
zatem na pracodawce obowigzek uwzglednienia ‘rozsgdnych oczekiwain’ pracownika,
wynikajgcych z charakteru tgczgcego strony stosunku prawnego. W realiach stosunku
pracy, w ktérym pracownik zajmuje pozycje strukturalnie stabszg, standard oceny
zgodnosci przetwarzania danych z przestankg uzasadnionego interesu powinien by¢

stosowany z uwzglednieniem szczegdlnej ochrony praw pracownika wynikajgcej

2L Working Party Opinion 06/2014 on the notion of legitimate interests of the data controller under Article 7 of
Directive 95/46/EC, 844/14/EN, WP217, p. 24.
22 Otto M., The Right to Privacy in Employment. A Comparative Analysis (Hart Publishing, 2016), 189.
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Z prawa pracy oraz prawa ochrony danych. Dla przyktadu: wykorzystywanie narzedzi
takich jak systemy monitorujgce wykorzystanie czasu pracy przez pracownikow
zdalnych moze co do zasady stuzy¢ prawnie uzasadnionym interesom pracodawcy.
Realizacja tych interesow musi jednak nastepowac w sposéb proporcjonalny oraz
adekwatny do ryzyka naruszenia praw podstawowych pracownika, w szczegolnosci

prawa do prywatnosci i ochrony danych osobowych.

Granice dopuszczalnosci powotywania sie na prawnie uzasadniony interes
w kontekscie pracy zdalnej zostaty wyraznie okreslone w decyzji francuskiego organu
ochrony danych (Commission Nationale de I'Informatique et des Libertés-CNIL) z 19
grudnia 2024 r. W sprawie tej ukarano agencje nieruchomosci za stosowanie
narzedzia Time Doctor, instalowanego zaréwno na urzgdzeniach stuzbowych, jak
i prywatnych pracownikéw. Oprogramowanie to monitorowato aktywnos$¢ klawiatury
i myszy, wykonywato cykliczne zrzuty ekranu, rejestrowato odwiedzane strony
internetowe oraz klasyfikowato je jako ,produktywne” lub ,nieproduktywne”. Uzyskane
dane wykorzystywano miedzy innymi do odliczania przerw oraz obnizania

wynagrodzenia za okresy uznane za ‘nieaktywne’.

CNIL uznat, Zze tego rodzaju monitoring naruszat zasade minimalizacji danych
okreslong w art. 5 ust. 1 lit. ¢ RODO, a stopien intensywnosci i ciggto$¢ nadzoru nie
byty ani niezbedne, ani proporcjonalne w stosunku do deklarowanych celéw
pracodawcy. Co istotne: organ stwierdzit réwniez, ze pracodawca nie mogt opierac
przetwarzania na przestance prawnie uzasadnionego interesu, gdyz praktyka ta
naruszata ‘rozsgdne oczekiwania pracownikéw’ co do dopuszczalnych granic nadzoru.
Zgodnie bowiem z art. L3121-1 francuskiego Kodeksu pracy — podobnie jak w prawie
polskim — czas pracy oznacza pozostawanie do dyspozycji pracodawcy i wykonywanie
jego polecen, a nie statg aktywnos¢ mierzong bodzcami fizycznymi, takimi jak ruchy

myszy lub wprowadzanie tekstu®3.

2 Délibération SAN-2024-021 du 19 décembre 2024
https://www.legifrance.gouv.fr/cnil/id/CNILTEXT000051120331.
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Podsumowujgc — konstrukcja podstaw prawnych przetwarzania w uktadach
zbiorowych musi by¢ powigzana ze szczegdtowymi gwarancjami zaréwno
materialnymi, jak i proceduralnymi. Uktady zbiorowe pracy powinny ogranicza¢
mozliwos¢ odwotywania sie do przestanki prawnie uzasadnionego interesu
pracodawcy w tych obszarach przetwarzania, ktére wigzg sie z podwyzszonym
ryzykiem naruszenia praw lub wolnosci pracownikow — w szczegolnosci w przypadku
automatycznych systemoéw monitorujgcych i podejmujgcych decyzje (ij. zarzadzania

algorytmicznego) lub przekazywania danych do panstw trzecich spoza EOG.

4.2. Zgoda pracownika i mozliwos¢ jej kolektywizacji/lwzmocnienia

w kontekscie ochrony danych w zatrudnieniu

Zgoda pracownika jako podstawa prawna przetwarzania danych osobowych
w rozumieniu RODO od lat postrzegana jest jako konstrukcja watpliwa, a w wielu
przypadkach wrecz nieadekwatna. Wynika to 2z inherentnej nierownowagi
negocjacyjnej pomiedzy pracodawcg a pracownikiem, ktora podwaza dobrowolno$c¢
oswiadczenia woli po stronie pracownika. Stosownie do motywyu 42 RODO -
wyrazenia zgody nie nalezy uznawacC za dobrowolne, jezeli osoba, ktorej dane
dotyczg, nie ma rzeczywistego lub wolnego wyboru oraz nie moze odmoéwié ani
wycofaé¢ zgody bez niekorzystnych konsekwencji. Pracownik funkcjonujgcy w relacji
podporzgdkowania moze zatem racjonalnie zaktadac, ze odmowa zgody Ilub jej
wycofanie pociggnie za sobg negatywne konsekwencje, zaréwno formalne, jak
i nieformalne. W takim uktadzie zgoda kreuje jedynie fikcje autonomii informacyjnej, co
przyznaje rowniez prawodawca unijny — wskazujgc, ze zgoda nie powinna stanowi¢
waznej podstawy prawnej przetwarzania danych osobowych w sytuacji, w ktérej
istnieje  wyrazny brak rownowagi miedzy osobg, ktorej dane dotycza,

a administratorem (motyw 43 RODO).

Ustawodawca krajowy przyjmuje wobec zgody pracownika podejscie wyraznie
ograniczajgce. Zgodnie z art. Art. 22" k.p. — zgoda osoby ubiegajgcej sie

o zatrudnienie lub pracownika moze stanowi¢ podstawe przetwarzania przez
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pracodawce innych danych osobowych niz wymienione w art. 22" § 1i 3 k.p., zaréwno
w przypadku danych osobowych udostepnianych przez osobe ubiegajgcg sie
o zatrudnienie lub pracownika na wniosek pracodawcy lub przekazanych pracodawcy
z inicjatywy ww. oséb. Co do zasady: brak zgody lub jej wycofanie nie moze jednak
skutkowac¢ niekorzystnym traktowaniem ani negatywnymi konsekwencjami dla
kandydata lub pracownika. Z kolei Art. 22™ k.p. dopuszcza mozliwo$¢ oparcia
przetwarzania przez pracodawce szczegolnych kategorii danych osobowych, o ktérych
mowa w art. 9 ust. 1 RODO, na zgodzie osoby ubiegajgcej sie o zatrudnienie lub
pracownika jedynie wyjgtkowo — tj. wytgcznie w sytuaciji, gdy przekazanie tych danych
nastepuje z inicjatywy tej osoby. Rozwigzanie to potwierdza, ze zgoda w relacji
zatrudnienia nie jest traktowana jako rownorzedna i petnowartosciowa podstawa
legalizujgca przetwarzanie danych, lecz jako konstrukcja wymagajgca dodatkowych
gwarancji, majgcych zminimalizowa¢ ryzyko jej ‘wymuszenia’ w warunkach

podporzgdkowania pracowniczego.

Ukfady zbiorowe mogg w praktyce odgrywac istotng role w doprecyzowywaniu
warunkow, ktore gwarantujg, ze zgoda pracownika ma charakter dobrowolny
i Swiadomy, a takze w wyznaczaniu obszaréw, w ktorych stosowanie indywidualnej
zgody powinno byé catkowicie wytgczone (jako wykraczajgce poza tzw. ‘rozsgdne
oczekiwania pracownikdéw’ co do przetwarzania danych osobowych w zatrudnieniu).
Dotyczy to w szczegdlnosci wdrazania systemow zarzgdzania algorytmicznego,
ktérych funkcjonowanie, logika i cele sg dla pracownikdéw zazwyczaj nieprzejrzyste,
a jednoczesnie trudno sprzeciwi¢ sie ich stosowaniu (art. 21 RODO) (vide
w szczegolnosci osoby wykonujgce prace za posrednictwem platform cyfrowych

(motyw 39 Dyrektywy platformowej).

W literaturze przedmiotu stusznie zauwaza sie przy tym, ze nowoczesne systemy
nadzoru dziatajg zarowno w sposob wertykalny, jak i horyzontalny: z jednej strony
indywidualnie monitorujg pracownika, z drugiej zas klasyfikujg, agregujg i porownujg
dane zbiorcze w celu konstruowania wzorcow, benchmarkow oraz wskaznikow ryzyka.

W konsekwencji dane jednej osoby mogg wptywac¢ na modele predykcyjne stosowane
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wobec innych — co sprawia, ze skutki przetwarzania majg charakter relacyjny, grupowy
i rozproszony?4. W tym ujeciu pojawia sie kategoria shared vulnerabilities, rozumiana
jako wspdlna podatnos¢ grupy pracowniczej (wrazliwych podmiotow danych -
vulnerable data subjects -vide motyw 75 RODO) wynikajgca z faktu, ze przetwarzanie
danych jednego pracownika generuje efekty oddziatujgce na catg zbiorowos$c.
Zjawiska te nie mogg byc¢ skutecznie adresowane jedynie poprzez indywidualne prawa
jednostki, poniewaz naruszenia majg charakter kolektywny — ingerujg bowiem
w zbiorowg autonomig pracowniczg, strukture stosunkéw witadzy w miejscu pracy oraz
mozliwosci negocjowania warunkéw zatrudnienia. Ponizsze dwa praktyczne przyktady
dobrze ilustrujg ww. problem:
o Algorytmiczny scoring zespotu:
W praktyce organizacyjnej coraz czesciej stosowane sg systemy zarzgdzania
wydajnoscig pracy, ktore generujg zbiorcze wskazniki efektywnosci zespotéw (np.
Sredni czas odpowiedzi na zapytania, tempo realizacji zadan czy poziom zgodnosci
z procedurami), obliczane na podstawie danych jednostkowych wszystkich cztonkéw
grupy. Dane pojedynczego pracownika (nawet incydentalne) wptywajg bezposrednio
na wynik catego zespotu, ktory nastepnie stanowi podstawe decyzji dotyczgcych
premii, grafiku pracy czy dalszego monitoringu. W efekcie kazdy pracownik staje sie
wspotodpowiedzialny za wynik algorytmiczny generowany z danych innych osob.
Indywidualna zgoda na przetwarzanie danych nie obejmuje zatem relacyjnego
i kolektywnego wymiaru skutkow takiego systemu.
o Modele predykcyjne absenciji:

W ramach zaawansowanej analityki HR stosowane sg modele predykcyjne, ktdre na
podstawie historycznych danych dotyczgcych absencji catej populacji pracownikow
(np. czestotliwosci krétkoterminowych zwolnieh lekarskich, wzorcéw nieobecnosci
w okreslonych okresach roku lub w konkretnych zespotach) tworzg statystyczne profile
.pracownikow podwyzszonego ryzyka absencji’. Dopasowanie konkretnej osoby do
takiego profilu moze skutkowaé negatywnymi konsekwencjami decyzyjnymi — takimi
jak pominiecie przy awansie, ograniczenie dostepu do szkoleh — nawet jesli

indywidualne zachowania tej osoby nie uzasadniajg takich dziatan. Decyzja wobec

2 Viljoen S., ‘A Relational Theory of Data Governance’ (2021) Yale Law Journal 131/2, 573-653.
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jednostki jest w tym przypadku pochodng wzorcow wyodrebnionych z danych catej

grupy pracownicze;j®.

W tym kontekscie zasadne staje sie rozwazenie kolektywnych modeli zgody
negocjowanych i egzekwowanych na poziomie uktadow zbiorowych. Mechanizm ten
polegatby przede wszystkim na wzmocnieniu przestanki zgody poprzez proceduralne
gwarancje wypracowane przez reprezentacje pracownikow, uwzgledniajgce
rzeczywiste interesy oraz zagrozenia o charakterze grupowym. Tego rodzaju zgoda
stwarzataby nie tylko realng przeciwwage dla sytuacji, w ktorych indywidualna zgoda
powinna by¢ uznana za prawnie niedopuszczalng z uwagi na nieusuwalng asymetrie
negocjacyjng stron, ale rowniez realng mozliwo$¢ odmowy zgody na operacje
przetwarzania danych osobowych (bez negatywnych konsekwencji-dziatan
odwetowych ze strony pracodawcy). Z drugiej strony zasadne wydaje sie zastgpienie,
w okreslonych sytuacjach, zgody indywidualnej zgodg kolektywng, a konkretniej
przeksztatcenie  ‘rozsgdnych  oczekiwan ~ pracownikow’ w  ‘oczekiwania
normatywne’/wigzgce standardy’ doprecyzowane w uktadzie zbiorowych, ktérych nie
mozna wytgczy¢ w drodze indywidualnej zgody pracownika. Z perspektywy zgodnosci
z RODO mechanizm kolektywnej zgody musiatby jednak spetnia¢ szereg kryteriow
materialnych i proceduralnych, w tym: wyrazne okreslenie celow przetwarzania dla
ktorego stosowna zgoda zostata udzielona, ograniczenia dalszego wykorzystania
danych, gwarancje wycofania zgody bez negatywnych konsekwencji, obowigzek

konsultacji z reprezentacjg pracownikdw przy zmianie celu przetwarzania.

Podsumowujgc: w obliczu postepujgcej cyfryzacji srodowiska pracy przetwarzanie
danych pracownikow nie dotyczy juz jednostek w izolacji. Wspotczesne ramy prawne
ochrony danych osobowych w zatrudnieniu muszg zatem uwzgledniaé perspektywe
zbiorowg, a nie wytgcznie indywidualistyczng. Kolektywizacja zgody, oparta na
koncepcji ‘shared wvulnerabilities’, stanowi krok w Kkierunku rzeczywistego

zrownowazenia przewagi negocjacyjnej i informacyjnej pracodawcy, przeksztatcajgc

% Szerzej: Nath, Gopal & Harfouche, Antoine & Coursey, Austin & Saha, Krishna & Prabhu, Srikanth & Sengupta,
Saptarshi. (2022). Integration of a machine learning model into a decision support tool to predict absenteeism at
work of prospective employees.
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RODO z instrumentu formalnej jedynie zgodnos$ci w narzedzie negocjowania szeroko
rozuminanych warunkéw pracy (‘rozsadnych oczekiwan co do ochrony prywatnosci

i danych osobowych) w cyfrowym srodowisku pracy.

4.3. Zagwarantowanie udziatu zwigzkéw zawodowych w ocene skutkéw dla

ochrony danych

Zgodnie z art. 35 RODO pracodawca ma obowigzek przeprowadzenia oceny skutkow
dla ochrony danych (data protection impact assessment — DPIA) w przypadku operacji
przetwarzania, ktore mogg powodowac¢ wysokie ryzyko naruszenia praw lub wolnosci
0s6b fizycznych. Co do zasady — ryzyko naruszenia praw lub wolnosci oséb, o réznym
prawdopodobienstwie i wadze zagrozen, moze m.in. wynika¢ z przetwarzania danych
osobowych moggcego prowadzi¢ do uszczerbku fizycznego lub szkéd majgtkowych
lub niemajgtkowych, w szczegdlnosci:
= jezeli przetwarzanie moze poskutkowac¢ dyskryminacjg, naruszeniem dobrego
imienia, naruszeniem poufnosci danych osobowych chronionych tajemnicg
zawodowag;
= jezeli osoby, ktérych dane dotyczg, mogg zosta¢ pozbawione przystugujgcych
im praw i wolnosci lub mozliwosci sprawowania kontroli nad swoimi danymi
osobowymi;
= jezeli przetwarzane sg dane osobowe ujawniajgce pochodzenie rasowe lub
etniczne, poglady polityczne, wyznanie lub przekonania swiatopoglgdowe, lub
przynalezno$¢ do zwigzkow zawodowych?;
= jezeli przetwarzane sg dane genetyczne, dane dotyczgce zdrowia lub dane
dotyczgce seksualnosci lub wyrokéw skazujgcych i naruszen prawa lub
zwigzanych z tym srodkéw bezpieczenstwa;
= jezeli oceniane sg czynniki osobowe, w szczegdlnosci analizowane Iub

prognozowane aspekty dotyczgce efektow pracy, sytuacji ekonomicznej,

% Zob. Wyrok TSUE z dnia 1 sierpnia 2022 r. OT/Vyriausioji tarnybinés etikos komisija (Sprawa C-184/20). W
opinii TSUE, jezeli mozna wyciagng¢ wnioski dotyczace danych szczegdlnej kategorii ,,w wyniku operacji
intelektualnej polegajacej na dedukcji lub taczeniu informacji”, moga one by¢ uznane za dane szczegdlnej
kategorii w rozumieniu artykutu 9 RODO.
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zdrowia, osobistych preferencji lub zainteresowan, wiarygodnosci lub
zachowania, lokalizacji lub przemieszczania sie — w celu tworzenia Iub
wykorzystywania profili osobistych; lub jezeli przetwarzanie dotyczy duzej ilosci
danych osobowych i wptywa na duzg liczbe oséb, ktérych dane dotyczg (motyw
75 RODO).

Co istotne: prawdopodobienstwo ipowage ryzyka naruszenia praw lub wolnosci
osoby, ktérej dane dotycza, nalezy okreslic poprzez odniesienie sie do charakteru,

zakresu, kontekstu i celéw przetwarzania danych (motyw 76 RODO).

Art. 35 ust. 3 RODO podaje przyktady operacji przetwarzania, ktére mogg powodowac
wysokie ryzyko dla praw i wolnosci oséb fizycznych. Zgodnie z nim ocena skutkow dla
ochrony danych jest wymagana w szczegolnosci w przypadku:
a. systematycznej, kompleksowej oceny czynnikdw osobowych odnoszgcych sie
do osob fizycznych, ktéra opiera sie na zautomatyzowanym przetwarzaniu,
w tym profilowaniu, i jest podstawg decyzji wywotujgcych skutki prawne wobec
osoby fizycznej lub w podobny sposéb znaczgco wptywajgcych na osobe
fizyczng;
b. przetwarzania na duzg skale szczegolnych kategorii danych osobowych,
o ktérych mowa w art. 9 ust. 1, lub danych osobowych dotyczgcych wyrokow
skazujacych i naruszen prawa, o czym mowa w art. 10; lub

c. systematycznego monitorowania na duzg skale miejsc dostepnych publicznie.

Systematyczny monitoring pracownikéw (zwtaszcza przy uzyciu zaawansowanych
technologii) czy przetwarzanie danych osobowych za pomocg zautomatyzowanych
systemow monitorujgcych lub zautomatyzowanych systemoéw decyzyjnych (w Polsce
nadal stosowane gtéwnie przez cyfrowe platformy pracy) powszechnie uznawane sg
przy tym za operacje obarczone wysokim ryzykiem, co w praktyce czyni DPIA niemal

obowigzkowym przy wdrazaniu nowych systemdéw nadzoru w miejscu pracy?’.

27 Zob. KOMUNIKAT PREZESA URZEDU OCHRONY DANYCH OSOBOWYCH z dnia 17 czerwca 2019 r.
w sprawie wykazu rodzajow operacji przetwarzania danych osobowych wymagajacych oceny skutkoéw
przetwarzania dla ich ochrony. Wykaz uzupehnia i konkretyzuje wytyczne Grupy Roboczej Art. 29 (WP 248)
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Europejska Rada Ochrony Danych (EROD) zaleca jednak, aby — w razie watpliwosci,
czy ocena skutkéw dla ochrony danych jest obowigzkowa — jg przeprowadzié. 22 Jak
wskazuje UODO, ,est to bowiem instrument, ktory uftatwia administratorom
przestrzeganie przepisow o ochronie danych osobowych. Wdrozenie skutecznej
procedury oceny skutkow dla ochrony danych pozwala nie tylko minimalizowac ryzyka,
ale takze budowac zaufanie osob, ktérych dane sg przetwarzane (m.in. moze pozwoli¢
na ocene srodkow utatwiajgcych tym osobom korzystanie ze swoich praw, czy tez
ocene zapewnienia przejrzystosci przetwarzania danych osobowych). Z tego wzgledu
korzystne dla administratora moze by¢ przeprowadzenie oceny skutkéw dla ochrony
danych réowniez wtedy, gdy nie jest ona obowigzkowa (dobrowolna ocena skutkéw dla

ochrony danych)”2°,

W tym kontekscie warto zauwazyc, ze Art. 35 ust. 9 RODO naktada na pracodawce
obowigzek zasiegniecia opinii przedstawicieli pracownikow jedynie ,w stosownych
przypadkach”, co pozostawia szerokie pole do interpretacji i moze prowadzi¢ do
marginalizacji udziatu pracownikow w procesie DPIA. W tym Swietle szczegdlnego
znaczenia nabiera art. 8 tzw. dyrektywy platformowej®°, ktéry doprecyzowuje, ze
przetwarzanie danych osobowych przy uzyciu zautomatyzowanych systemow
monitorujgcych lub decyzyjnych z duzym prawdopodobienstwem powoduje wysokie
ryzyko w rozumieniu art. 35 ust. 1 RODO, a tym samym wymaga obligatoryjnego
zasiegniecia opinii osob wykonujgcych prace za posrednictwem platform oraz ich
przedstawicieli. Dyrektywa naktada rowniez obowigzek przedstawienia wynikdw oceny

skutkéw dla ochrony danych reprezentacji pracownikéw.

»Wytyczne dotyczace oceny skutkéw dla ochrony danych oraz pomagajace ustali¢, czy przetwarzanie moze
powodowac wysokie ryzyko do celow rozporzadzenia 2016/679”, ktore 25.05.2018 r. zostaty zatwierdzone przez
Europejska ~ Radg Ochrony  Danych (EROD); https://www.edpb.europa.eu/our-work-tools/our-
documents/guidelines/data-protection-impact-assessments-high-risk-processing_en.

28 Wytyczne dotyczace oceny skutkéw dla ochrony danych oraz pomagajace ustali¢, czy przetwarzanie moze
powodowa¢ wysokie ryzyko do celow rozporzadzenia 2016/679, s. 9

29 https://uodo.gov.pl/pl/598/3617

%0 Dyrektywa Parlamentu Europejskiego i Rady (UE) 2024/2831 z dnia 23 pazdziernika 2024 r. w sprawie poprawy
warunkow pracy za posrednictwem platform.
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Konsultacja z przedstawicielami pracownikow nie powinna jednak mie¢ charakteru
incydentalnego. Kluczowe zatem wydaje sie wynegocjowanie w uktadach zbiorowych
mechanizmu obowigzkowego i systematycznego witgczania zwigzkéw zawodowych w
caty cykl DPIA odnosnie do operacji przetwarzania przetwarzania, ktdére mogg
powodowacC wysokie ryzyko naruszenia praw lub wolnosci oséb fizycznych. Taki
mechanizm docelowo powinien obejmowac:

1. Konsultacje przed rozpoczeciem DPIA: Zwigzki zawodowe powinny mieé
mozliwos¢ wptywu na  zidentyfikowanie  obszarow ryzyka  przed
przeprowadzeniem stosownej analizy (np. mogg wskazywaé konkretne formy
monitoringu lub profilowania, ktére ich zdaniem wymagajg uwagi, wspottworzgc
tym samym matryce ryzyka).

2. Opiniowanie DPIA: zwigzki zawodowe powinny weryfikowac¢, czy DPIA
przeprowadzona przez pracodawce:

= Zawiera opis planowanego przetwarzania danych oraz uzasadnienie jego
realizaciji;

» Wskazuje podstawe prawng przetwarzania danych;

= Dokonuje oceny niezbednosci przetwarzania danych w odniesieniu do jego
celdw, przy zatozeniu gromadzenia wytgcznie danych minimalnych;

= |dentyfikuje oraz ocenia ryzyka dla danych osobowych oséb, ktérych operacje
dotyczg;

= Wskazuje srodki stuzgce ograniczeniu ryzyka i zapewnieniu zgodnosci
Z przepisami, obejmujgce odpowiednie zabezpieczenia techniczne
i organizacyjne.

3. Wspdlng identyfikacje $rodkow zaradczych: zwigzki zawodowe powinny
wspotuczestniczy¢é w definiowaniu technicznych i organizacyjnych zabezpieczen
(np. anonimizacja, minimalizacja danych, ograniczenie dostepu, okres retenciji) —
co pozwala na lepsze dostosowanie dziatan do realnych potrzeb/rozsgdnych
oczekiwan pracownikow’.

4. Staty przeglad i aktualizacje DPIA: W miare zmian w systemach przetwarzania
(np. wprowadzenie nowych narzedzi monitoringu czy ich integracja do systeméw

automatycznego nadzoru) zwigzki zawodowe powinny by¢ wigczane do ponowne;j
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analizy ryzyka i srodkow zaradczych. Dzieki temu ocena skutkdw nie bedzie
jednorazowym raportem, lecz zywym dokumentem dostosowujgcym sie do

potencjalnie dynamicznie zmieniajgcych sie realidw pracy.
4.4. Konkretyzacja praw podmiotéw danych/pracownikéow

Skuteczna ochrona danych osobowych pracownikow wymaga nie tylko istnienia
ogolnych norm prawnych, lecz takze przeksztatcenia ich w mechanizmy mozliwe do
praktycznego zastosowania w zaktadzie pracy. Zgodnie z art. 12 ust. 2 RODO,
pracodawca ma obowigzek utatwiania pracownikom wykonywania ich praw
wynikajgcych z przetwarzania danych osobowych przystugujgcych im na mocy art. 15—
22 RODO. Ukfady zbiorowe mogg odegrac w tym procesie kluczowg role,
operacjonalizujgc ogolne prawa wynikajgce z RODO i nadajgc im forme jasnych,

egzekwowalnych standardéw dziatania.

Krajowe przepisy oraz uktady zbiorowe, w my$l| art. 88 ust. 2 RODO, mogg okreslac
szczegotowe sSrodki realizacji tego obowigzku, ze szczegodlnym uwzglednieniem
przejrzystosci przetwarzania w kontekscie zatrudnienia. W praktyce chodzi¢ moze
m.in. o:
= przygotowanie jasnych instrukcji krok po kroku dotyczgcych sktadania
wnioskdw o dostep do danych, sprostowanie, usuniecie lub ograniczenie
przetwarzania;
= wskazanie dedykowanych oséb kontaktowych, ktére udzielajg wsparcia
i odpowiadajg na pytania pracownikbw w sprawach zwigzanych
z przetwarzaniem danych;
= regularne informowanie pracownikédw o ich prawach oraz sposobie ich

realizacji, np. w ramach szkolen lub komunikacji wewnetrzne;j.

4.4.1. Prawo do informacji
Przejrzystos¢ jest jedng z podstawowych zasad RODO. Art. 88 ust. 2 wyraznie

wskazuje, ze krajowe regulacje oraz uktady zbiorowe powinny ktas¢ na nig szczegdiny
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nacisk. W praktyce prawo do informacji czesto bywa realizowane w sposob fasadowy:
informacje sg dostarczane fragmentarycznie, w sposob niezrozumiaty lub w formie
zbyt technicznej, co uniemozliwia realng kontrole nad przetwarzaniem danych. Uktady
zbiorowe mogg przeciwdziataC temu poprzez doprecyzowanie co najmniej nizej

wymienionych obszarow:

1. Ramy czasowe
Informowanie powinno odbywac sie w nastepujacych etapach:
* na etapie rekrutacji,
= przy zawieraniu umowy o prace,
= w trakcie zatrudnienia, zwlaszcza przy wdrazaniu nowych technologii
i zmianach procesow przetwarzania.
Ukfady zbiorowe mogg okresli¢ konkretne terminy (np. min. 30 dni przed wdrozeniem
konkretnego systemu).
2. Zakres i sposoOb przekazywania informacji
RODO naktada na administratora obowigzek przekazania m.in. informacji o ,logice”
stojgcej za zautomatyzowanym podejmowaniem decyzji. Uktady zbiorowe mogag
doprecyzowag, jakie informacje sg w kontekscie zatrudnienia rzeczywiscie istotne, aby
zapobiec praktyce udzielania ogolnikowych lub technicznie hermetycznych wyjasnien,
ktore faktycznie uniemozliwiajg zrozumienie zasad dziatania algorytmow. Ukfady
zbiorowe mogg przeciwdziata¢ takim praktykom, wymagajgc udostepniania informaciji
w formie zrozumiatych raportéw czy opisowych streszczen zamiast surowych plikéw

danych.

4.4.2 Prawo dostepu

Prawo dostepu, przewidziane w art. 15 RODO, umozliwia osobie, ktérej dane dotycza,
weryfikacje legalnosci i rzetelnosci przetwarzania jej danych osobowych. Zgodnie
z motywem 63 RODO - kazda osoba, ktorej dane dotyczg, powinna mie¢ prawo do
petnej wiedzy i informacji; w szczegolnosci w zakresie:

= celow przetwarzania danych osobowych,

= planowanego okresu, przez jaki dane bedg przetwarzane,

Fundusze Europejskie Rzeczpospolita Dofinansowane przez
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= odbiorcow danych,
= zatozen ewentualnego zautomatyzowanego przetwarzania danych,

= konsekwencji przetwarzania w przypadku profilowania.

W kontekscie zatrudnienia — skutecznos$¢ prawa dostepu bywa jednak ograniczana
przez pracodawcow, ktdrzy powotujg sie m.in. na ochrone tajemnicy przedsiebiorstwa,
bezpieczenstwo systemow IT czy ,nadmierny charakter” zgdan (art.12 ust. 5 RODO).
Ukfady zbiorowe mogg dodatkowo wzmocni¢ skutecznos¢ prawa dostepu poprzez
m.in. wskazanie kategorii informaciji, ktére nie mogg by¢ traktowane jako tajemnica
przedsiebiorstwa w kontekscie danych pracowniczych — takich jak np. historia

logowan, dane o produktywnosci czy decyzje algorytmiczne.
4.5. Zarzadzanie algorytmiczne — wyzwania i luki regulacyjne

Zarzadzanie algorytmiczne stanowi jedno z kluczowych wspotczesnie wyzwan
regulacyjnych w kontekscie zatrudnienia, w szczegolnosci w $wietle dostrzegalnego
braku interoperacyjnosci regulacyjnej (regulatory interoperability), tj. niewystarczajgcej
koordynacji pomiedzy stosownymi standardami prawnymi Unii Europejskiej,

regulacjami krajowymi oraz normami sektorowymis?.

W praktyce Zzaden z obowigzujgcych obecnie aktow prawnych nie zapewnia
catosciowej ani systemowej odpowiedzi na ryzyka wynikajgce z wykorzystania
systeméw algorytmicznych w $rodowisku pracy. Na poziomie ponadnarodowym
ogolne rozporzgdzenie o ochronie danych (RODO) ustanawia technologicznie
neutralny zestaw standardéw prawnych, ktérych celem jest zapewnienie wysokiego
poziomu ochrony praw podstawowych oséb, ktérych dane dotyczg przy jednoczesnym

zagwarantowaniu swobody przeptywu danych w UE (art.1 RODO).

31 Zob. Otto M., The rise of algorithmic surveillance: legal and ethical implications for the future of work, [w:]
M.Biasi Al & Labour Law (Routledge, 2026).
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Dyrektywa platformowa, poprzez wprowadzenie bardziej szczegoétowych regulacji
dotyczgcych zautomatyzowanych systemdéw monitorowania i podejmowania decyzji
(w tym zakazow przetwarzania okreslonych kategorii danych; np. dotyczacych stanu
emocjonalnego czy psychicznego) oraz wzmochienie prawa do informacji i konsultaciji
pracownikow platformowych i ich przedstawicieli, w wiekszym stopniu odpowiada na
strukturalne asymetrie wiadzy i informacji charakterystyczne dla gospodarki
platformowej. Niemniej jednak, w Swietle potencjalnie ograniczonej implementac;ji
przez panstwa czionkowskie, rodzi ona realne ryzyko dalszej fragmentaryzacji
regulacyjnej w UE. W praktyce zawezona (jedynie sektorowa) transpozycja mogtaby
prowadzi¢ do utrwalenia znaczgcych réznic w poziomie ochrony praw podstawowych
miedzy pracownikami platformowymi, a pracownikami zatrudnionymi w tradycyjnych
sektorach czy branzach — mimo Zze wszystkie grupy sg coraz czesciej poddawane

poréwnywalnym formom algorytmicznego nadzoru i kontroli®?.

Co istotne: z uwagi na utrzymujgcy sie brak krajowych inicjatyw regulacyjnych
w zakresie zarzgdzania algorytmicznego?? - nadal otwarte pozostaje pytanie, w jakim
stopniu ustawodawstwa panstw czionkowskich bedg zdolne przeciwdziata¢ niejako
immanentnym dla ww. technologi zjawiskom surveillance creep (tj. taczeniu
rozproszonych narzedzi nadzoru w zintegrowane systemy algorytmiczne) oraz data
creep (fj. rozszerzaniu zakresu przetwarzania danych pierwotnie zebranych

w okreslonym celu na nowe, czesto nieprzewidziane pierwotnie cele).

Co do zasady: na gruncie RODO, aby ustali¢, czy cel dalszego przetwarzania danych
osobowych jest zgodny z celem, w ktérym dane te zostaly pierwotnie zebrane,
pracodawca — po spetnieniu wszystkich wymogoéw warunkujgcych zgodnoscé

pierwotnego przetwarzania z prawem — powinien uwzgledni¢ miedzy innymi:

32 FEPS Europe Policy Study (2024), Algorithmic management in traditional workplaces, Case studies on the
impact of algorithmic technologies in seven sectors in the Nordics, : https://feps-
europe.eu/publication/algorithmic-management-in-traditional-workplaces/

33 Zob. Hendrickx, F., Mangan D., Gramano E., Privacy@work: a European and Comparative Perspective (Kluwer
Law International, The Netherlans); Eurofound, ¢ Regulatory responses to algorithmic management in the EU,
(2024).
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e wszelkie powigzania pomiedzy tymi celami a celami zamierzonego dalszego
przetwarzania;

e kontekst, w ktorym dane osobowe zostaty zebrane, w szczegodlnosci rozsgdne
przestanki pozwalajgce osobom, ktorych dane dotyczg, oczekiwac dalszego
wykorzystania danych oparte na rodzaju ich powigzania z administratorem;

e charakter danych osobowych;

e konsekwencje zamierzonego dalszego przetwarzania dla osob, ktérych dane
dotyczg; oraz

e istnienie odpowiednich zabezpieczen — zaréwno podczas pierwotnej, jak

i zamierzonej operacji dalszego przetwarzania.

W konsekwencji — uwzgledniajgc w szczegolnosci specyfike kontekstu zatrudnienia
(obejmujgcg m.in. strukturalng nierbwnowage sit miedzy osobg, ktérej dane dotycza,
a administratorem, oraz ,ozsadne oczekiwania prywatnosci” uksztaltowane
w orzecznictwie ETPCz na gruncie art. 8 EKPC (art. 6 ust. 4 lit. b RODOQ)), jak réwniez
potencjalne konsekwencje dalszego przetwarzania dla pracownikéw i ochrony ich
praw podstawowych (art. 6 ust. 4 lit. d RODO) — nie mozna automatycznie uznac, ze
integracja systemow nadzoru lub rozszerzanie ich funkcji poza pierwotnie
przewidziany cel jest zgodna z prawem wytgcznie z uwagi na legalnos¢ pierwotnych
operacji przetwarzania (np. monitoringu, w tym monitoringu algorytmicznego-vide ‘inne

formy monitoringu’ art. 223§ 4k.p.)

W praktyce, aby skutecznie przeciwdziataC powyzszym zjawiskom, konieczne jest
zatem nadanie zasadzie ograniczenia celu (art. 5 wust. 1 Ilit. b RODO)
realnego/materialnoprawnego znaczenia. Na obecnym etapie, w wiekszosci panstw
cztonkowskich, w tym w Polsce (vide art. 222§ 1 i 4, art. 2238 1-4), zasada ta zdaje sie
by¢ niejako konsumowana przez szerszg zasade zgodnosci z prawem. W efekcie
istnienie ryzyko, ze w przypadku wdrozenia automatycznych systemow
monitorujgcych i decyzyjnych istnienie szeroko zdefiniowanego, prawnie
uzasadnionego interesu po stronie pracodawcy (vide 223§ 4 — ‘inne formy monitoringu’)

— zapewnienia organizacji pracy umozliwiajgcej petne wykorzystanie czasu pracy oraz
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witasciwego uzytkowania udostepnionych pracownikowi narzedzi pracy bedzie
traktowane jako wystarczajgce uzasadnienie dla rozszerzenia zakresu

dotychczasowego nadzoru ponad pierwotnie przewidziany cel.

W konsekwencji, wydaje sie zatem zasadne dalsze doprecyzowanie w uktadach
zbiorowych pracy zasady ograniczenia celu, w tym przede wszystkim przestanek
warunkujgcych kompatybilnos¢ dalszego przetwarzania z pierwotnym celem, a takze
wprowadzenie mechanizmu zgody kolektywnej na rozszerzenie celu przetwarzania
danych osobowych poza pierwotnie przewidziany. Rozwigzania te umozliwityby
funkcjonowanie ww. standardéw RODO nie jako formalnych mechanizméw zgodnosci,
lecz jako realnych instrumentdw materialnoprawnych stuzgcych réwnowazeniu

dynamicznej ekspansiji algorytmow w miejscu pracy.
5. Przetwarzanie danych osobowych przez zwiazki zawodowe

Dziatalnos¢ zwigzkowa nierozerwalnie wigze sie z przetwarzaniem danych
osobowych, w tym danych szczegdlnej kategorii — takich jak informacije
o przynaleznosci zwigzkowej (art. 9 RODO). Dla zapewnienia zgodnosci z RODO
kluczowe znaczenie ma prawidtowe zidentyfikowanie administratora danych oraz

podstawy prawnej dla kazdego z tych procesow.

5.1. Zwiazki zawodowe jako administratorzy danych

Poszczegodlne jednostki organizacyjne zwigzku zawodowego — takie jak organizacje
zaktadowe, miedzyzaktadowe — mogg by¢ administratorami danych. Zgodnie z art. 13
pkt 7 ustawy o zwigzkach zawodowych (dalej: u.z.z), statut zwigzku okresla co prawda,
ktére z jego jednostek organizacyjnych posiadajg osobowo$¢é prawng. Niemniegj
jednak, na gruncie rozporzgdzenia ogolnego brak osobowosci prawnej danej struktury
zwigzkowej, nie wyklucza jej statusu jako administratora danych. Zgodnie
z utrwalonym stanowiskiem — decydujgca jest faktyczna decyzyjnosc¢ w zakresie celéw

i sposobdw przetwarzania danych (art. 4 pkt 7 RODO)3*. Innymi stowy: jednostki

34 Cf. The Opinion of the Working Party on the Protection of Individuals with Regard to the Processing of
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organizacyjne zwigzkéw zawodowych, ktore nie posiadajg osobowosci prawnej, mogg
by¢ uznane za administratoréw, jes$li faktycznie decydujg o celach i sposobach

przetwarzania danych.

W praktyce, w zaleznosci od konkretnej procedury, administratorem bedzie ta
jednostka organizacyjna zwigzku, ktorej przepisy ustawowe czy uktady zbiorowe
przyznajg kompetencje do dziatania w danej sprawie. W przewazajgcej wiekszosci
przypadkow, w odniesieniu do indywidualnych spraw pracowniczych, podmiotem tym

bedzie zaktadowa organizacja zwigzkowa.

Nalezy przy tym pamietaé, ze zastosowanie konstrukcji ‘wspotadministrowania’
danymi miedzy ré6znymi szczeblami organizacji zwigzkowych, zgodnie z art. 26 RODO,
wymaga okreslenia w sposéb przejrzysty odpowiednich zakresdw swojej
odpowiedzialnosci dotyczgcej wypetniania obowigzkéw wynikajacych z RODO,
w szczegolnosci w odniesieniu do wykonywania przez osobe, ktérej dane dotycza,
przystugujgcych jej praw, oraz obowigzkéw informacyjnych administratoréw danych?.
Co rownie wazne — zasadnicza tres¢ uzgodnien jest udostepniana podmiotom, ktérych
dane dotyczg. W praktyce brak ww. formalnych, jasnych uzgodnieh czyni konstrukcje

wspotadministrowania iluzoryczng i niezgodng z przepisami RODO.

5.2 Podstawy prawne przetwarzania danych osobowych przez zwiazki
zawodowe

e Wspébipraca miedzy pracodawcg a zwigzkiem zawodowym w
indywidualnych sprawach pracowniczych?36

Personal Data on the Concepts of “Controller” and “Processor”, adopted on 16 February 2010, 00264/10/PL,

WP 169.

3 Cf. Motyw 79 RODO: Ochrona praw i wolnosci osob, ktorych dane dotyczg, oraz obowiazki i odpowiedzialno$é
prawna, administrator6w i podmiotow przetwarzajacych — takze w odniesieniu do monitorowania ze strony
organéw nadzorczych i do $rodkéw przez nie stosowanych — wymagaja dokonania w ramach niniejszego
rozporzadzenia jasnego podzialu obowiazkow, takze w sytuacji, gdy administrator okresla cele i sposoby
przetwarzania wspolnie z innymi administratorami.

36 Szerzej: Pisarczyk L., Mietek, A. (2021). Personal data processing within the framework of cooperation between
the employer and the trade union in individual employment matters. Krytyka Prawa. Niezalezne Studia Nad
Prawem, 13(2), 178-194.
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Przepisy prawa pracy przewidujg wspoétdziatanie pracodawcy z zaktadowg organizacjg
zwigzkowg w indywidualnych sprawach ze stosunku pracy. Pracodawca ma
obowigzek wspotdziatac w takich sprawach z zaktadowg organizacjg zwigzkowa
reprezentujgcg pracownika z tytutu jego cztonkostwa w zwigzku zawodowym albo

wyrazenia zgody na obrone praw pracownika niezrzeszonego w zwigzku (art.7 u.z.z.)

Zgodnie z art. 30 ust. 3 u.z.z. pracodawca — zanim podejmie dziatanie w indywidualnej
sprawie, w ktorej prawo pracy naktada na niego obowigzek wspodtdziatania
z zaktadowg organizacjg zwigzkowg — musi zwrdcic sie do tej organizacji z zapytaniem,
czy dany pracownik korzysta z jej ochrony. Informacja o cztonkostwie jest przy tym
zbedna z perspektywy celu, jakim jest ustalenie, czy pracodawca ma obowigzek
skonsultowaC swoje dziatania ze zwigzkiem. Po potwierdzeniu, ze pracownik jest
reprezentowany przez zwigzek, pracodawca przekazuje dane niezbedne do zajecia
stanowiska w konkretnej sprawie. Zakres tych danych zalezy od charakteru stosownej

procedury konsultacyjnej.

Co istotne, dane osobowe sg definiowane szeroko na gruncie RODO i oznaczajg
wszelkie informacje dotyczace zidentyfikowanej lub mozliwej do zidentyfikowania
osoby fizycznej — tj. takiej, ktdbrg mozna zidentyfikowac, bezposrednio lub posrednio,
w szczegodlnosci na podstawie [przyktadowo wskazanych] identyfikatoréw (imienia
i nazwiska, numeru identyfikacyjnego, danych o lokalizacji, identyfikatora
internetowego lub jednego badz kilku czynnikéw okreslajgcych fizyczng, fizjologiczng,
genetyczng, psychiczng, ekonomiczng, kulturowg lub spoteczng tozsamos¢ osoby
fizycznej) (Art.4 pkt.1 RODO).

Zgodnie z opinig Grupy Roboczej Art.29 (tj. poprzednikiem EROD — Europejskiej Rady
Ochrony Danych) pojecie danych osobowych obejmuje zaréwno informacje
,Lobiektywne”, ktére mozna zweryfikowaé Ilub sprostowac¢, jak i informacje
,Subiektywne” (opinie lub oceny), ktére stanowig kluczowg kategorie danych

osobowych przetwarzanych w kontekscie zatrudnienia®’.

37 Working Party Opinion 4/2007 on the concept of personal data, 01248/07/EN/WP136, 6.
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Aby uznac¢ dane za ,dotyczgce” okreslonej osoby fizycznej, nalezy jednak wykazacé
wystepowanie elementu ,tresci” (,informacja dotyczy danej osoby”), elementu ,celu”
(,dane sg wykorzystywane lub mogg by¢ wykorzystywane w celu oceny, traktowania
w okreslony sposob lub wptywania na status bgdz zachowanie osoby”) lub elementu
~Skutku” (,wykorzystanie danych moze mie¢ wptyw na prawa i interesy okreslone;j

osoby”)%,

W zwigzku z tym, co do zasady, elementy wykorzystywane przy podejmowaniu decyzji
dotyczacych np. awansu pracownika, podwyzki wynagrodzenia lub przydzielenia
nowych zadan (takie jak coroczne oceny okresowe, dokumenty dotyczgce postepowan
dyscyplinarnych, wnioski szkoleniowe, rankingi, itp) stanowig dane osobowe

dotyczgce tego pracownika®.

Rodzaj Przetwarzanych .
Przyktadowe Procedury Konsultacyjne
Danych

Konsultacja zamiaru wypowiedzenia umowy o prace
Dane dotyczace (art. 38 KP), zamiaru rozwigzania umowy bez
nienalezytego wykonywania wypowiedzenia z winy pracownika (art. 52 81 pkt 1
pracy lub zachowania KP), rozpatrzenie sprzeciwu od natozenia kary
porzadkowej (art. 112 §1 KP).
.. Konsultacja zamiaru rozwigzania umowy bez
Dane dotyczace popetnienia . . . .
wypowiedzenia z winy pracownika, gdy przestepstwo
przestepstwa ) o o
uniemozliwia dalsze zatrudnienie (art. 52 §1 pkt 2 KP).
) Konsultacja zamiaru rozwigzania umowy bez
Dane wrazliwe dotyczace . . .
wypowiedzenia z powodu dtugotrwatej choroby

pracownika (art. 53 81 KP).

zdrowia

Dane dotyczace warunkéw  Konsultacja wypowiedzenia zmieniajgcego warunki

zatrudnienia pracy lub ptacy (art. 42 §1 w zw. z art. 38 KP).

3 jbidem 10-11.
3% EDPB Guidelines 01/2022 on data subject rights - Right of access, 33
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= Przetwarzanie danych dotyczacych cztonkéw zwigzku zawodowego

— Niezbednos¢ do wypelnienia obowigzkéw i wykonywania praw (art. 9 ust. 2 lit.
b RODO)
Art. 9 ust. 2 lit. b RODO dopuszcza przetwarzanie szczegodlnych kategorii danych
(w tym dotyczacych cztonkostwa w zwigzkach zawodowych), jesli jest to niezbedne do
wypetnienia obowigzkéw i wykonywania szczegolnych praw przez administratora lub
osobe, ktérej dane dotyczg, w dziedzinie prawa pracy, zabezpieczenia spotecznego
i ochrony socjalnej. W praktyce oznacza to, ze w okreslonych ustawowo bagdz
w porozumieniu zbiorowym sytuacjach dochodzi do zgodnego z prawem ujawnienia
pracodawcy informacji o cztonkostwie w zwigzku. Do takich sytuacji na gruncie prawa
krajowego naleza:
e Udzielenie pracownikowi urlopu bezptatnego w zwigzku z petnieniem funkcji
zwigzkowej poza zaktadem pracy (art. 25 u.z.z.).
e Zwolnienie z obowigzku Swiadczenia pracy na okres kadencji w zarzadzie
zaktadowej organizacji zwigzkowej (art. 31 u.z.z.).
e \Wskazanie pracodawcy imiennej listy dziataczy objetych szczegdlng ochrong
stosunku pracy (art. 32 u.z.z.).
e Przekazanie pracodawcy wniosku o pobieranie sktadek czionkowskich
z wynagrodzenia pracownika (art. 33" u.z.z.). W tym przypadku pracodawca
staje sie administratorem danych o przynaleznosci zwigzkowej, ale
przetwarzanie to jest Scisle ograniczone do celu pobrania skfadki. Pracodawca

nie moze wykorzystac tej wiedzy w zadnym innym celu.

— Przetwarzanie w ramach dziatalnosci zwigzkowej (art. 9 ust. 2 lit. d RODO):

Zgodnie z art. 9 ust. 2 pkt d RODO - zakaz przetwarzania szczegolnych kategorii
danych osobowych (w tym danych osobowych ujawniajgcych przynaleznos¢ do
zwigzkéw zawodowych) nie znajduje zastosowania w sytuacjach, gdy przetwarzania
dokonuje sie wramach uprawnionej dziatalno$ci prowadzonej z zachowaniem
odpowiednich zabezpieczen, w szczegolnosci przez niezarobkowy podmiot o celach

zwigzkowych — pod warunkiem ze przetwarzanie dotyczy wytgcznie cztonkéw lub
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bytych cztonkow tego podmiotu lub oséb utrzymujgcych z nim state kontakty w zwigzku
Z jego celami oraz ze dane osobowe nie sg ujawniane poza tym podmiotem bez zgody

0soOb, ktérych one dotycza.

Przepis ten pozwala zatem zwigzkom zawodowym na przetwarzanie danych czionkéw,
bytych cztonkéw oraz osob utrzymujgcych z organizacjg state kontakty. Co istotne,
przepis ten nie pozwala na ujawnianie danych osobowych na zewnatrz organizacji bez
zgody osoby, ktorej dane dotyczg. Stanowi on zatem jedynie podstawe dla

wewnetrznych procesow, takich jak prowadzenie ewidencji czitonkow.

W praktyce, jak stusznie wskazuje Dorre-Kolasa, jednym z najczestszych bteddw jest
opieranie przetwarzania danych cztonkbw na zgodzie. Biorgc pod uwage
konstytutywny element zgody, jakim jest mozliwos¢ jej wycofania w kazdym czasie (art.
7 ust.3 RODO) — skuteczne cofniecie zgody przez cztonka zwigzku doprowadzitoby do
absurdalnej sytuacji, w ktorej zwigzek (mimo formalnego utrzymania cztonkostwa
danej osoby) nie mogtby przetwarzac jej danych, a tym samym nie mégtby wypetnié
swoich ustawowych obowigzkéw sprawozdawczych i weryfikacyjnych (np.

wynikajgcych z art. 25" u.z.z.).4°
5.3. Dostep zwigzkéw zawodowych do danych osobowych pracownikow

Istotnym zagadnieniem w zbiorowym prawie pracy jest okreslenie zakresu, w jakim
realizacja ustawowych uprawnieh zwigzkéw zawodowych moze stanowi¢ podstawe
dostepu do danych osobowych pracownikéw przetwarzanych przez pracodawce.
Zagadnienie to nabiera dodatkowej doniostosci wobec opisywanej we wprowadzeniu
do niniejszej ekspertzy wycinkowej, rosngcej roli zaawansowanych technologii (w tym

zautomatyzowanych systeméw monitorowania i podejmowania decyzji) w srodowisku

pracy.

40 Szerzej, Dorre-Kolasa, D. (2019), Administrator danych osobowych w zbiorowym prawie zatrudnienia. Studia
z Zakresu Prawa Pracy i Polityki Spotecznej (Studies on Labour Law and Social Policy), 2019, 367-388.
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Szczegoblne znaczenie ma w tym wzgledzie art. 28 ustawy o zwigzkach zawodowych,
ktéry stanowi, iz pracodawca jest obowigzany, na wniosek zwigzku zawodowego,
udzieli¢ informacji niezbednych do prowadzenia dziatalnosci zwigzkowe;j.
Ustawodawca wskazuje przy tym przyktadowe kategorie danych (w tym m.in.
dotyczgce warunkow pracy i i zasad wynagradzania; dziatan, ktére mogg powodowac

istotne zmiany w organizacji pracy).

Przestanka ,niezbednosci” informacji powinna by¢ interpretowana w kontekscie
rzeczywistego wptywu technologii na warunki pracy i ptacy czy organizacje pracy.
W sSwietle zmieniajgcych sie realiow Swiadczenia pracy — art. 28 u.z.z. powinien
obejmowa¢ zatem rowniez dane dotyczace systemdéw algorytmicznych
(zautomatyzowanych systemdw monitorujgcych i podejmujgcych decyzje), majacych
niezaprzeczalny wptyw na warunki czy organizacje pracy*l. Realizacja uprawnien
informacyjnych z art. 28 u.z.z. moze stanowi¢ zatem podstawe prawng dostepu do
informacji, ktére sg niezbedne dla oceny wptywu technologii na warunki pracy i ptacy
czy organizacje pracy, w tym:

o celuizasad dziatania zautomatyzowanych systemow monitoringu;

o kategorii danych i dziatann monitorowanych, nadzorowanych lub ocenianych przez
takie systemy;

o odbiorcow lub kategorie odbiorcéw danych osobowych przetwarzanych przez
takie systemy oraz wszelkie przesytanie lub przekazywanie takich danych
osobowych, w tym w ramach grupy przedsiebiorstw;

o kategorii decyzji podejmowanych lub wspieranych przez zautomatyzowane
systemy decyzyjne;

o kategorii danych i gtbwnych parametrow uwzglednianych przez takie systemy
oraz wzgledne znaczenie tych gtobwnych parametrow w zautomatyzowanym
podejmowaniu decyzji — w tym sposéb, w jaki dane osobowe lub zachowanie

osoby wykonujgcej prace za posrednictwem platform wptywajg na decyzje;

41 Baran K. (2024) The right of trade unions to information in the era of the fourth and fifth industrial revolutions,
Bialystok Legal Studies Biatostockie Studia Prawnicze 2024 vol. 29 no. 2, 29-38
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o powody podjecia decyzji o jej statusie umownym Ilub jakiejkolwiek decyzji

o rownowaznych lub szkodliwych skutkach.

Przekazanie danych w takim przypadku opiera¢ mozna na przestance legalnosci z art.
6 ust. 1 lit. ¢ RODO (spetnienie obowigzku prawnego cigzgcego na administratorze)
lub art. 6 ust. 1 lit. f RODO (prawnie uzasadniony interes), o ile spetniony jest wymadg
niezbednosci i proporcjonalnosci przetwarzania (nadrzedny charakter wobec tych

interesow).

Niezaleznie od przyjetej podstawy prawnej przetwarzania — nalezy pamietac, ze
zakres danych przekazywanych zwigzkom zawodowym kazdorazowo musi
pozostawaC w bezposrednim zwigzku 2z realizacjg ich ustawowych funkciji
reprezentacyjnych; a wiec w szczegoélnosci podlega zasadzie minimalizacji danych
(art. 5 ust. 1 lit. c RODO) i zasadzie ograniczenia celu (art. 5 ust. 1 lit. b RODO).

Co istotne — w wyroku z wrzesnia 2024 r. Naczelny Sad Administracyjny przesadzit,

ze:

= ochrona danych osobowych pracownikéw, w szczegolnosci w kontekscie
monitoringu czy profilowania, stanowi element obrony szeroko rozumianych praw
pracowniczych (art. 1 ust. 1 ustawy z 23 maja 1991 r. o zwigzkach zawodowych);

= zwigzek zawodowy posiada legitymacje procesowg do inicjowania postepowan
przed Prezesem UODO#%;

= dziatania zwigzku zawodowego mogg obejmowaé reagowanie na niezgodne
z prawem praktyki przetwarzania danych, w tym brak oceny skutkéw dla ochrony
danych, nielegalny monitoring, zautomatyzowane podejmowanie decyzji czy

nienalezyte obowigzki informacyjne*3.

42 Cf. Wyrok NSA z 21 listopada 2018 r. I OSK 2851/16 : ‘interes spoteczny moze przemawiaé za wszczeciem
postgpowania przez organizacj¢ spoleczng wowczas, gdy sama strona majac trudnos$ci z zainicjowaniem
postepowania nie wszczyna go, albo organ administracyjny nie ma wiedzy co do danego przedmiotu
postepowania, a sprawa powinna by¢ prowadzona celem jej zatatwienia’

43 Wyrok Naczelnego Sadu Administracyjnego z dnia 19 wrzesnia 2024 r. Il OSK 4707/21.
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Podsumowanie

Postepujgca cyfryzacja srodowiska pracy niewatpliwie generuje nowe wyzwania dla
zapewnienia wysokiego poziomu ochrony praw podstawowych pracownikow.
W warunkach rosngcej presji rynkowej na wdrazanie coraz bardziej zaawansowanych
technologicznie form monitorowania i nadzoru — uktady zbiorowe pracy stajg sie
kluczowym instrumentem ochronnym, ktory moze zostac efektywnie wykorzystany do
skorygowania strukturalnej asymetrii negocjacyjnej pomiedzy stronami stosunku pracy
oraz zminimalizowania szeregu ryzyk wynikajgcych z cyfryzacji proceséw zarzgdzania
praca. Z perspektywy pracodawcow wzmocnienie roli uktadoéw zbiorowych w obszarze
ochrony danych osobowych stanowi¢c moze istotny element sprawiedliwego
i demokratycznego zarzgdzania zmiang technologiczng, ktory jednoczes$nie moze
pozytywnie wptywaé¢ na zwiekszenie rozliczalnosci pracodawcy na gruncie RODO,
a w konsekwencji ograniczy¢ ryzyko prawne, finansowe i reputacyjne zwigzane

z potencjalnymi naruszeniami przepiséw o ochronie danych osobowych.

Artykut 88 RODO potwierdza przy tym niejako szczegdlng legitymacje zwigzkéw
zawodowych do aktywnego ksztattowania zasad ochrony prywatnosci informacyjnej
oraz powigzanych z nig praw podstawowych we wspoétczesnym Srodowisku pracy.
Ukfady zbiorowe pracy odgrywajg w tym procesie role centralng — umozliwiajg
ustanowienie precyzyjnych, kontekstowo adekwatnych standardéw przetwarzania
danych osobowych pracownikow. Dzieki temu mogg nie tylko skutecznie ograniczac
naduzycia zwigzane z wykorzystaniem nowych technologii w miejscu pracy, ale
réwniez wspiera¢ rozwoj odpowiedzialnych, transparentnych i zgodnych z zasadami
demokratycznego zarzgdzania modeli cyfrowej organizacji pracy. Tym samym uktady
zbiorowe pracy stajg sie jednym z kluczowych narzedzi pozwalajgcych na pogodzenie

innowacji technologicznych ze skuteczng ochrong praw podstawowych pracownikow.
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Lista Kontrolna

Preambutla i Zakres Obowigzywania
Jasno definiuje, ktorych pracownikéw, lokalizacje firmy oraz konkretne systemy lub
moduty IT obejmuje porozumienie.

Okreslenie Celéw Przetwarzania

To kluczowy element porozumienia. Powinien wyczerpujgco wymieniaC wszystkie
uzasadnione cele, dla ktérych dane bedg przetwarzane. Co istotne, musi réwniez
jednoznacznie wskazywac, do jakich celéow dane nie mogg by¢ wykorzystywane.
Przyktad: ,Dane z systemu kontroli dostepu mogg by¢ wykorzystywane w celach
bezpieczenstwa oraz weryfikacji ewidencji czasu pracy, ale nie do ogdlnej analizy
wynikow pracy.”

Kategorie Danych

Precyzyjna lista wszystkich kategorii danych osobowych przetwarzanych w systemie.
Stuzy jako kluczowe narzedzie wdrazania zasady minimalizacji danych. Zwigzki
zawodowe mogg kwestionowac koniecznos¢ zbierania okreslonych danych.

Prawa Dostepu
Szczegdtowa matryca okreslajgca, ktore stanowiska w strukturze organizacji (np. HR
Business Partner, Administrator Systemu) majg dostep do ktérych kategorii danych
oraz z jakimi uprawnieniami (odczyt, zapis, usuniecie). Operacjonalizuje zasade
,need-to-know”.

Retencja i Usuwanie Danych

Okresla precyzyjne okresy przechowywania dla réznych kategorii danych, powigzane
z obowigzkami prawnymi lub uzasadnionymi interesami prawnymi pracodawcy.
Tworzy prawnie wigzgcy harmonogram usuwania danych z systemu.

Miedzynarodowy Transfer Danych
Okresla warunki przekazywania danych poza UE/EOG, czesto wymagajgc wdrozenia
standardowych klauzul umownych (SCC).

Prawa Pracownikow

Opisuje proces, w ramach ktérego pracownicy mogg korzysta¢ z prawa dostepu do
danych, ich sprostowania lub usuniecia, czesto definiujgc konkretne punkty
kontaktowe i terminy odpowiedzi.
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Informowanie i Szkolenia:
Moze zawiera¢ obowigzki pracodawcy dotyczgce informowania pracownikow o

systemie oraz zapewnienia odpowiednich szkolen.
Uprawnienia Zwigzkéw Zawodowych:

Obejmuje postanowienia umozliwiajgce zwigzkom zawodowym audyt zgodnosci
systemu z porozumieniem, (docelowo) przy wsparciu niezaleznego eksperta.
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Przyktadowe klauzule uktadéw zbiorowych dot. przetwarzania danych

osobowych w zatrudnieniu®
% Ograniczenie przetwarzania danych w systemach informatycznych

Zakres przetwarzania danych

Zgodnie z obowigzujgcymi przepisami prawa, w ramach funkcjonujgcych w zaktadzie
pracy systemoéw informatycznych przetwarzane sg wytgcznie te dane osobowe
pracownikow, ktore sg niezbedne do prawidtowego dziatania danego systemu lub do
wykonywania pracy z jego uzyciem. Przetwarzanie danych wykraczajgce poza te cele

jest niedopuszczalne.

Zakaz dalszego wykorzystania danych

Dane osobowe gromadzone w ramach systemow informatycznych nie mogg byc
wykorzystywane przez pracodawce ani jego jednostki organizacyjne do innych celéw
niz cel, dla ktérego zostaty zebrane, w szczegolnosci do celdw operacyjnych

niezwigzanych z funkcjonowaniem systemu.

Kontrola zachowania i wynikéw pracy

Dane osobowe pracownikdw mogg by¢ wykorzystywane do kontroli zachowania i/lub
kontroli wynikdéw pracy wytgcznie wowczas, gdy:

a) zostaty zgromadzone w tym konkretnym celu, oraz

b) pracownicy, ktorych dane dotyczg, byli o tym poinformowani w momencie

korzystania z danego systemu informatycznego.

4 Przygotowane na podstawie: https://publicservices.international/resources/page/digital-bargaining-hub/5-data-
rights-and-data-protection---hj?lang=en&id=13182, https://hiva.kuleuven.be/sites/gdpir/docs/guidelines-en.pdf.
https://publicservices.international/resources/page/digital-bargaining-hub/6-workers-rights-over-digital-tools-
and-ai-their-use-and-deployment----hj?lang=en&id=13183; https://www.eurocockpit.eu/sites/default/files/2022-
08/Report_Full_KULeuven_29July2021%20fin%20draft.pdf.
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% Monitoring w postaci kamer zamontowanych w pojazdach stuzbowych

objetych ubezpieczeniem

Cel stosowania kamer
[Firma] instaluje w pojazdach flotowych objetych ubezpieczeniem kamery skierowane

do przodu (Forward Facing Cameras) wytgcznie w celu:

e ustalenia przebiegu zdarzen drogowych oraz sytuacji potencjalnie
wypadkowych (near miss);
e wspierania poprawy bezpieczenstwa jazdy po zaistnieniu zdarzenia;

e obrony przed roszczeniami stron trzecich kierowanymi przeciwko [Firmie].

Dane uzyskane z kamer nie mogg by¢ wykorzystywane do celéw zwigzanych

z kontrolg zachowania pracownika.
% Inne formy monitoringu (monitoring algorytmiczny)

Zakaz stosowania technologii wysokiego ryzyka
Zabrania sie stosowania technologii monitoringu, ktére sg niezweryfikowane,
obarczone wysokim ryzykiem btedow, braku przejrzystosci lub naruszajg godnosc¢

i prawo do prywatnosci pracownika.

Zgoda zwigzkéw zawodowych na monitoring algorytmiczny

W przypadku instalacji automatycznych systemoéw monitorujgcych, majgcych na celu
zapewnienie organizacji pracy umozliwiajgcej petne wykorzystanie czasu pracy oraz
wiasciwego uzytkowania udostepnionych pracownikowi narzedzi pracy, konieczne jest
uprzednie uzgodnienie tego ze zwigzkiem zawodowym, a takze wdrozenie Srodkow
umozliwiajgcych pracownikom oraz zwigzkowi zawodowemu rozpoznanie dziatania

tych urzgdzen w trakcie ich uzywania.
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W szczegodlnosci uzgodnieniu podlegaja:
o cel instalacji oraz okres uzytkowania,
e sposob instalacji oraz zakres rejestrowanych danych,
e rodzaje i parametry techniczne urzgdzen monitorujgcych,

« komorka organizacyjna oraz osoba odpowiedzialna za nadzér nad systemem.

Pracodawca nie moze uwzglednia¢ danych zarejestrowanych przez ww. urzgdzenia
monitorujgce do oceny wynikow pracy ani wykorzystywac¢ ich jako podstawy do

zastosowania kar porzgdkowych.

Jezeli zainstalowane urzgdzenia naruszajg postanowienia ukfadu zbiorowego pracy,
badz tez jesli uptynat cel oraz okres ich stosowania, pracodawca niezwtocznie usuwa

urzgdzenia monitorujgce oraz informuje o tym zwigzek zawodowy.

Monitoring nie moze obejmowaé czasu pozostawania pracownika poza praca,
w szczegolnosci przerw w pracy, urlopdw oraz czasu prywatnego (poza godzinami
pracy). Funkcje geolokalizacji w urzgdzeniach stuzbowych muszg by¢ dezaktywowane
poza czasem pracy.
Dane uzyskane z monitoringu algorytmicznego nie mogg stanowi¢ wytgcznej ani
przewazajgcej podstawy podejmowania decyzji dotyczgcych:

1. nawigzania i rozwigzania stosunku pracy,

2. oceny okresowej, awansu lub obnizenia wynagrodzenia,

3. stosowania sankcji dyscyplinarnych.
Kazda decyzja dotyczgca pracownika, przy ktorej wykorzystano dane z ww.
monitoringu, wymaga niezaleznej oceny dokonanej przez cziowieka z uwzglednieniem

dodatkowych zrddet informaciji (w tym stanowiska pracownika w danej sprawie).
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% Wdrazanie i stosowanie systeméw sztucznej inteligencji w srodowisku

pracy

Zasada nadrzednej kontroli cztowieka

Systemy sztucznej inteligencji (SI) mogg by¢é wdrazane i stosowane wylgcznie
w sposoOb zapewniajgcy nadrzedng kontrole cziowieka nad ich dziataniem oraz
wynikami, w tym mozliwos¢ ingerencji w proces decyzyjny oraz wstrzymania lub
zmiany rozstrzygniecia systemu.

Pracodawca zapewnia, ze zadne decyzje wywotujgce skutki prawne Iub istotnie
wptywajgce na sytuacje pracownika nie sg podejmowane wylgcznie w sposob

zautomatyzowany bez udziatu cztowieka.

Bezpieczenstwo i ocena ryzyka

Przed wdrozeniem systemu Sl pracodawca przeprowadza ocene ryzyka, obejmujgca
analize mozliwych zagrozen, w szczegdlnosci dla integralnosci fizycznej i psychicznej
pracownikow oraz ryzyka btedow poznawczych i btednych wynikow algorytmicznych.
Systemy S| muszg by¢ uzytkowanie w sposdb zapewniajgcy zapobieganie szkodom

oraz ciggta identyfikacje i minimalizacje ryzyk.

Zasada réwnego traktowania i niedyskryminaciji

Systemy Sl podlegajg wdrazaniu i stosowaniu z poszanowaniem zasady réwnego
traktowania i zakazu dyskryminaciji.

Pracodawca zapewnia, ze algorytmy i dane wejsciowe nie prowadzg do uprzedzen,
nierownego traktowania lub nieuprawnionego profilowania pracownikéw lub grup
pracownikow.

Pracodawca wdraza procedury testowania stronniczosci algorytmicznej, obejmujgce

takze okresowe audyty.
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Przejrzystosc¢ i nadzér

Systemy S| muszg zapewnia¢C mozliwo$¢ wyjasnienia sposobu dziatania, logiki
podejmowanych rozstrzygnie¢ oraz danych, ktore stanowig podstawe dziatania
systemu.

Zakres wymaganej wyjasnialnosci dostosowuje sie do kontekstu, wagi i skutkow
decyzji podejmowanych z wykorzystaniem systemu.

Pracodawca wdraza mechanizmy kontroli jakosci wynikow S| oraz procedury
wstrzymywania dziatania systemu w przypadku wynikow btednych lub

niewiarygodnych.

Stosowanie systeméw Sl w procesach kadrowych
W przypadku wykorzystania systemow S| w procesach:
e rekrutacji, selekcji lub oceny kandydatow,
e oceny pracy, wydajnosci lub zachowan pracownikow,
e analizy wynikow pracy,
e awansow, przeniesien lub zmian warunkdéw pracy,
e rozwigzywania stosunku pracy.
Pracodawca zapewnia pracownikom dostep do informacji o zasadach dziatania

systemu oraz kryteriach, na podstawie ktérych podejmowane sg decyzje.

Pracownik, ktérego dotyczy decyzja z udzialem Sl, ma prawo:
e zadac interwenciji cztowieka,
e zakwestionowac decyzje (w tym przedstawi¢ swoje stanowisko w sprawie)

e zgdac weryfikacji i wyjasnienia wynikow dziatania systemu.

Udzial zwigzkéw zawodowych
Wdrozenie, istotha modyfikacja lub rozszerzenie zastosowania systemu S| wymaga
konsultacji ze zwigzkami zawodowymi na etapie planowania, projektowania, oceny

skutkow dla ochrony danych (DPIA) oraz okresowej ewaluacji dziatania systemu.
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Zwigzki zawodowe majg prawo do:
e dostepu do dokumentacji oceny skutkéw dla ochrony danych (DPIA),
e udziatu w procesie tworzenia stosownych polityk i procedur,
e wnioskowania o audyt algorytmiczny.
Pracodawca przedstawia zwigzkom zawodowym okresowe raporty z funkcjonowania

systemoéw Sl nie rzadziej niz raz na [np. 12 miesiecy].
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